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	PART  1: Comments



	
	Reviewer’s comment

Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (It is mandatory that authors should write his/her feedback here)


	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.


	This manuscript addresses a timely and significant topic within the domain of industrial automation and control, aligning with the rapid evolution of Industry 4.0. The discussion on the architecture and applications of Cyber-Physical Systems (CPS), alongside current challenges and future perspectives, offers valuable insights to researchers, practitioners, and policy-makers. Given the global push for smart factories and digitized infrastructures, this work is relevant for understanding both foundational concepts and practical considerations in CPS deployment.
	

	Is the title of the article suitable?

(If not please suggest an alternative title)


	Yes, the title is appropriate, concise, and accurately reflects the core subject of the manuscript. However, for enhanced specificity, consider:
Suggested Title (optional): "A Comprehensive Review of Cyber-Physical Systems in Industrial Control: Architecture, Applications, and Challenges in the Industry 4.0 Era"
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.


	The abstract provides a high-level overview but would benefit from a clearer statement of the manuscript's unique contribution compared to existing reviews. The repetition of “transformative force in industrial control” in both the abstract and the first paragraph of the introduction should be rephrased for variation. Consider briefly highlighting the novelty or distinct analytical lens of this paper in the abstract.
	

	Is the manuscript scientifically, correct? Please write here.
	Yes, the manuscript is scientifically sound and technically coherent. The discussions on CPS layers, integration, and application scenarios are well-articulated. However, it would benefit from:

· Deeper exploration of layer interdependencies and propagation of faults.

· Inclusion of hardware/software examples to improve practical relevance.

· Case studies and quantifiable metrics to demonstrate application value.

· Brief treatment of economic, regulatory, and human-factor challenges.


	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
	The references are fairly adequate and include a mix of recent and relevant sources. To improve depth, the authors could incorporate more references from the last three years, especially on emerging topics like Edge AI, digital twins, and blockchain in CPS.
	

	Is the language/English quality of the article suitable for scholarly communications?


	Yes, the English is generally clear and appropriate for scholarly writing. Minor rephrasing in some repetitive or generic sections (e.g., repeated claims about CPS impact) could enhance readability and avoid redundancy.
	

	Optional/General comments


	The paper is well-structured and timely. Incorporating illustrative elements such as a data flow diagram and real-world case studies will enrich the paper’s impact. Future directions could be broadened to include deeper insights into edge intelligence, secure-by-design frameworks, and socio-economic considerations.

Overall Impression:
The paper offers a good foundational understanding of CPS in industrial settings. Its strength lies in its clear exposition of the three core layers of CPS (physical, cyber, and communication) and its detailed discussion of applications across smart manufacturing, energy systems, and process control. The challenges section is also well-articulated. However, there are areas where the paper could be strengthened through more in-depth analysis, novel insights, and a clearer distinction from existing survey papers.

Comments and Suggestions:
1. General Structure and Flow:
· The paper flows logically from introduction to architecture, applications, challenges, and future directions. This is commendable.

2. Introduction (Section 1): 

a. While the introduction states the paper provides a "comprehensive analysis," it would benefit from a more explicit statement of the paper's unique contribution or perspective compared to other existing reviews on CPS in industrial control. What new insights or synthesis does this paper offer? 

b. Consider adding a very brief overview of the historical evolution of industrial control systems leading up to CPS, to set the stage more completely. This would provide richer context for the "transformative paradigm" mentioned.

c. The repetition of "Cyber-Physical Systems (CPS) have emerged as a transformative force in industrial control..." in paragraph 1 and the abstract could be slightly rephrased for variety.

3. Architecture of Cyber-Physical Systems (Section 2): 

a. More on Layer Interactions/Dependencies: While Section 2.4 discusses integration, a deeper dive into the interdependencies between the layers, particularly how failures or vulnerabilities in one layer can propagate to others, would be valuable. For example, how does a sensor failure (physical layer) impact the accuracy of AI models (cyber layer) and subsequent control commands (communication layer)? 

b. Hardware/Software Specifics: For the physical and cyber layers, mentioning specific examples of commonly used hardware components (e.g., types of sensors, microcontrollers) and software frameworks (e.g., specific AI libraries, data processing platforms) could enhance the practical relevance. 

c. Data Flow Diagram: A simple, illustrative diagram depicting the data flow and interactions between the three layers would significantly enhance clarity and understanding.

4. Applications in Industrial Control (Section 3): 

a. Quantifiable Benefits/Case Studies: While examples are provided, incorporating more specific, ideally quantifiable, benefits (e.g., "predictive maintenance reduced downtime by X%") or brief real-world case studies for each application area would strengthen the impact and demonstrate the tangible value of CPS. 

b. Sector-Specific Challenges in Applications: Briefly touching upon unique challenges within each application area (smart manufacturing, energy systems, process control) related to CPS deployment would add depth. For example, regulatory hurdles in energy systems or specific material handling complexities in manufacturing. 

c. Some sentences in the introductory paragraph of this section reiterate points already made in the main introduction. Consider condensing these.

5. Challenges in CPS for Industrial Control (Section 4): 

a. Human Factor/Organizational Challenges: Beyond the technical aspects, consider discussing challenges related to human factors, workforce training, organizational resistance to change, and the need for new skillsets. These are crucial for successful CPS adoption. 

b. Regulatory/Legal Challenges: Briefly mention any emerging regulatory or legal frameworks (e.g., data privacy for industrial data, liability for autonomous systems) that could impact CPS implementation. 

c. Economic Aspects: A brief discussion of the initial investment costs, return on investment (ROI) considerations, and financing models for CPS solutions would be beneficial for industrial stakeholders. 

d. More on Mitigation Strategies: While solutions are offered, elaborating slightly more on the how of these solutions (e.g., specific types of secure protocols, concrete examples of middleware) would be helpful. 

e. The example of the Colonial Pipeline ransomware attack is relevant but could be slightly condensed if space is a concern, as its purpose is to illustrate the impact of cybersecurity vulnerabilities.

6. Future Directions (Section 5): 

a. Blockchain/Distributed Ledger Technologies: Explore the potential role of blockchain or other distributed ledger technologies in enhancing data integrity, security, and supply chain transparency within CPS. 

b. Digital Twin Evolution: Expand on the evolution of digital twins, perhaps discussing their integration with augmented reality (AR) or virtual reality (VR) for enhanced visualization and interaction in CPS. 

c. Cyber-Physical Security Frameworks: Given the emphasis on cybersecurity, discussing future, more advanced cyber-physical security frameworks that are specifically designed for the converged IT/OT environment would be valuable. 

d. Edge AI: Explicitly discuss the convergence of AI and edge computing ("Edge AI") and its specific benefits for real-time analytics and autonomous decision-making at the sensor/actuator level. 

e. The repetition of the general benefits of AI, edge computing, and 5G could be slightly streamlined to focus more on their specific future impact on CPS.

7. Conclusion (Section 6): 

a. Stronger Call to Action/Research Gaps: Reiterate the most critical research gaps identified throughout the paper and provide a more explicit call to action for researchers and industry players. 

b. Societal Impact (Beyond Productivity): While sustainability is mentioned, perhaps elaborate slightly more on broader societal impacts, such as job creation in new areas, ethical considerations of AI in control, and the potential for a more resilient infrastructure. C. Some concluding remarks feel a bit redundant with the abstract and introduction. Focus on summarizing the key takeaways and highlighting future needs without re-explaining basic concepts.

8. References (Section 7): 

Minor Point: Ensure consistent citation style throughout the paper if there are any variations. By incorporating these suggestions, the paper can move beyond a general overview to offer more profound insights, practical relevance, and a stronger contribution to the existing literature on Cyber-Physical Systems in industrial control.
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	Author’s comment (if agreed with reviewer, correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Are there ethical issues in this manuscript? 


	(If yes, Kindly please write down the ethical issues here in details)
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